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OUTLINE SHEET 07-1

INTRODUCTION TO INFORMATION OPERATIONS (IO)
ENABLING OBJECTIVES:
07-1
STATE the definition of Command and Control (C2)

07-2
LIST the Information Operations (IO) capabilities.
07-5
DEFINE the two divisions of IO.

 07-6
IDENTIFY the staff section responsible for IO.


OUTLINE:

1. Background Information
2. Definitions/Terminology

3. IO Capabilities

4. IO Divisions

5. Staff Responsibilities

6. Staff Planning

REFERENCES:

1.
JP 3-13, Joint Doctrine for Information Operations

2.
JP 3-13.1, Joint Doctrine for Command and Control Warfare

3.
MCWP 3-36, Information Operations

4.
NWP 3-13, Command and Control Warfare

STUDENT OUTLINE 07-1

INTRODUCTION TO INFORMATION OPERATIONS
I. BACKGROUND INFORMATION

A. INFORMATION OPERATIONS.  Information Operations (IO) is a strategy; nothing more than a game plan for how the United States (US) will accomplish our national security goals. We have a national strategy, which is the use of diplomatic, information, military and economic power as necessary during peace and war, to afford maximum support to policies, in order to increase the probabilities and favorable consequences of victory and to lessen the chances of defeat.  Military strategy is the use or the threat of using armed forces of a nation to secure national objectives.  IO is a way of accomplishing these national security goals by attacking an adversary’s will and his/her ability to command and control their forces while at the same time defending our own ability.  These elements taken together we simply refer to as information and information systems.

B. KEY DEFINITIONS OF INFORMATION OPERATIONS 

1. Command and Control (C2).  The exercise of authority and direction by a properly designated commander over assigned forces in the accomplishment of the mission.  Command and control functions are performed through an arrangement of personnel, equipment, communications, facilities, and procedures employed by a commander in planning, directing, coordinating, and controlling forces and operations in the accomplishment of the mission. (JP 3-13)

2. Command, Control and Communications (C3).  If you want to accomplish C2 over distances then you must add communications. (JP 3-13)

3. Command and Control Warfare (C2W).  The integrated use of operations security, military deception, psychological operations, electronic warfare, and physical destruction, mutually supported by intelligence, to deny information to, influence, degrade, or destroy adversary command and control capabilities, while protecting friendly command and control capabilities against such actions.  Command and control warfare is an application of IO in military operations. (JP 3-13)

4. Information Warfare (IW).  IO conducted during time of crisis or conflict to achieve or promote specific objectives over a specific adversary or adversaries.  Also called IW. (JP 3-13)

5. Information Operations.  Actions taken to affect adversary information and information systems while defending one’s own information and information systems. (JP 3-13)

C. INTELLIGENCE.  Intelligence is the term we in the military give to those aspects of information required by a commander concerning the enemy, the terrain and the weather.  The intelligence we need to conduct IO is far more detailed than that required conducting conventional military operations.  As an example consider this, when commander is about to attack an adversary battalion he will likely want to know what type of weapons they have; who can support them if attacked; what actions they are likely to take if attacked; and other things such as their current levels of supply.  For a commander planning to defeat this same battalion using IO the questions become much more specific and detailed.  Do the troops trust their commander?  Does the commander have the ability to independently maneuver his battalion or does he have to get approval from higher headquarters?  What frequency does the battalion use or do they even use radios as their primary means of communication?  As you can see, the level of detail required will create a challenge both for the intelligence personnel as well as for the rest of the command.

D. IO DEVELOPMENT.  Here's what IO can do for you.  As you can see, IO is a force multiplier.

1. Where did these capabilities come from?

2. The Defense Science Study Board of 1977 took a look at the overwhelming numerical superiority that the Warsaw pact had over NATO at the time.  The board concluded that when in this situation it is best to target the enemy's C2 systems and to protect our own C2 systems.  This was a good concept, but the soviets were one step ahead of us.

3. The soviets had developed what they called Soviet Radio Electronic Combat Doctrine, which was the combination of electronic warfare and destruction to target their enemy's C2 systems.  Their goal was the destruction/degradation of 30-50% of the adversary's C2 assets.  In response, we developed Command, Control and Communication Counter-measures (C3CM).  And today, C3CM is commonly referred to as C2W.

4. C2W was only part of the picture.  As we began to look deeper into destroying an adversary’s C2, we found that we could take it further.  Instead of just affecting the commander, why not all his forces or even all the citizen of his country?  By using psychological operations, civil affairs (CA) and public affairs (PA) we could affect a situation not only during conflict, but early enough to perhaps prevent a conflict from starting.  IO is the culmination of all of these aspects.  IO is a strategy that can be used throughout the spectrum of conflict from peace to conflict to war and back to peace making it much more useful and of greater flexibility.



II. IO CAPABILITIES AND RELATED ACTIVITIES.   All of the tools are integrated with one another and all require detailed intelligence support.

A. Physical Destruction/Targeting.  I'm not talking about the total annihilation of the enemy forces, i.e. carpet bombing, attrition warfare, but rather going after key C2 nodes.

1. These are examples of key C2 nodes that you would want to target for destruction.

2. Do you need intelligence for destruction?  Yes you do!  For example, you could be targeting an enemy CP on hill 871 all day long, but if you did not get the intelligence that the enemy command post (CP) relocated to hill 873 twelve hours ago then you are wasting valuable time, ammunition and effort.

3. Intelligence will help a commander find the enemy’s center of gravity and critical vulnerability, so he can bring maximum force to bear on key adversary weaknesses.

B. Electronic Warfare (EW).  EW is the exploitation of the electromagnetic spectrum.  There are three categories of EW:

1. Electronic Attack (EA) is the offensive exploitation of the electromagnetic spectrum.

2. Electronic Protect (EP) is the defensive exploitation of the electromagnetic spectrum.

3. Electronic Support (ES) is the actions taken by a commander or supporting elements that aid in the decisions to attack and/or protect C2 assets.  

C. Military Deception.  Deception involves actions taken to mislead someone into doing something to your advantage.  There are three factors planners must consider:

1. Deception Objective is what you want the enemy to do or fail to do at a critical time on the battlefield...the desired action.

a) Deception Target is the enemy commander who does or fails to do something at a critical time on the battlefield...the decision maker.   

b) Deception Story is what you want the enemy to perceive in order to accomplish the deception objective...the credible picture you paint on the battlefield.

2. The one critical factor involved with planning deception is time.  You will need time to employ your deception plan with all assets involved and the enemy will need time to collect on the information that you feed him as part of your deception plan.

3. There are three categories of deception:

a) Strategic military deception - military deception planned and executed at the national level to support national objectives.

b) Tactical military deception - military deception planned and executed by and in support of operational commanders against a pertinent threat in support of national objectives.

c) Department/Service deception - military deception planned and executed by military service about military systems, doctrine, tactics, techniques, personnel or service operations, or other activities to result in foreign actions that increase or maintain the originator's capabilities relative to adversaries.  

4. Do you need intelligence for deception?  Yes, because you don't want the enemy to know your true intentions.  Additionally, you must know the means by which the enemy can collect information.  Intelligence assets may also provide the means to assess whether the enemy is reacting according to your plan. 

5. Regarding deception/OPSEC, Winston Churchill once said, "In war time truth is so precious that she should always be attended by a bodyguard of lies."

D. Operations Security (OPSEC).  The two things to focus on with OPSEC is denying information and protecting indicators associated with planning and conducting military operations.  Here are some examples to show you how OPSEC is integrated with the other four C2W tools:

1. Destruction - you don't want the enemy to know what, where, and when you are targeting for destruction.

2. EW - you don't want the enemy to know where and when you are trying to intercept his communications.

3. Deception - you don't want the enemy to know where and when you are trying to deceive him.

4. Psychological Operations (PSYOP) - you don't want the enemy to know where and when you are trying to influence his behavior


E. Psychological Operations.  The leaflets depicted were used effectively to convey a message to Iraqi Forces during the Gulf War.  The upper most warns of attack from the sea, and the lower one warns the reader that they will be bombed tomorrow, and provides instructions on how to surrender.  Credibility for the warnings was established by carrying out the bombings.  

F. Computer Network Operations (CNO) – Computer network attack is defined as ‘Operations to disrupt, deny, degrade, or destroy information resident in computers and computer networks, or the computers and networks themselves.’  There are also some related terms such as Information Assurance (the defensive aspect) and Computer Network Exploitation (use of the networks to gain intelligence).  These terms do not appear in the Joint Pub since their complete definitions are still being worked out.  IO is still in the developmental area and the evolution of terms is ongoing.

G. Civil Affairs/Public Affairs - These two areas get lumped together for the simple reason that they focus on the public either in addition to or, instead of, the combatants.  

1. Civil Affairs.  The activities of a commander that establish, maintain, influence, or exploit relations between military forces and civil authorities, both governmental and nongovernmental, and the civilian populace in a friendly, neutral, or hostile area of operations in order to facilitate military operations and consolidate operational objectives.  CA may include performance by military forces of activities and functions normally the responsibility of local government.  These activities may occur prior to, during, or subsequent to other military actions.  They may also occur, if directed, in the absence of other military operations.

2. Public Affairs.  Those public information, command information, and community relation’s activities directed toward both the external and internal publics with interest in the Department of Defense.

III. IO ORGANIZATION

A. DIVISIONS.

1. Offensive IO – The integrated use of assigned and supporting capabilities and activities, mutually supported by intelligence, to affect adversary decision makers to achieve or promote specific objectives.  These capabilities and activities include, but are not limited to, operations security, military deception, psychological operations, electronic warfare, physical attack and/or destruction, and special IO, and could include computer network attack.

2. Defensive IO – The integration and coordination of policies and procedures, operations, personnel, and technology to protect and defend information and information systems.

B. IO STAFF RESPONSIBILITIES

1. The Information Warfare Commander is responsible for Navy Information Operations.  The operations officer is responsible for IO for the Marine Air-Ground Task Force (MAGTF).  However, he will have plenty of help from other staff members.

IV. PLANNING IO.  The following applies for planning IO:

A. IO planning is accomplished in both the deliberate and crisis action planning processes and is incorporated in the joint force commanders’ (JFC) overall operations planning.

B. IO planning must be broad-based and encompass employment of all available IO resources – joint, service, interagency, and multinational.

C. IO planning must begin at the earliest stage of a JFC’s campaign or operation planning.  Ideally, peacetime IO planning within a combatant commander’s area of responsibility (AOR) will provide a basis for subsequent IO in war and military operations other than war (MOOTW) in that AOR.

D. IO planning must analyze the risks of compromise, adversary reprisal, collateral damage, escalation of hostilities, and uncoordinated or inadvertent counteraction of IO activities by the various joint, Service, and/or interagency IO capability providers that may be released to the combatant commander for employment. 
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