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OUTLINE SHEET 08-1

INTELLIGENCE CONSIDERATIONS IN AMPHIBIOUS OPERATIONS
ENABLING OBJECTIVES:
08-1 
STATE the special intelligence considerations inherent to an amphibious operation.

08-2  

STATE five functional areas of intelligence responsibility.

08-3 STATE the purpose, composition and function of the joint intelligence center (JIC).

08-4 STATE who recommends/identifies Priority Intelligence Requirements (PIR's) and other intelligence requirements (OIR's).

08-5


STATE who ultimately determines the Command's PIR's.

08-6
STATE the primary sources of intelligence during the early phases of an amphibious operation.


OUTLINE

1.
 Introduce special considerations

2. Overview of intelligence functions

3. Joint Intelligence Center

4.
Integration of intelligence into phases of an amphibious operation

REFERENCES:

1.  Joint Pub 3-02, Doctrine for Amphibious Operations
2.  FMFM 3-1, Command and Staff Actions
3.  FMFM 3-21, MAGTF Intelligence Operations
INFORMATION SHEET 8-1

INTELLIGENCE CONSIDERATIONS IN AMPHIBIOUS OPERATIONS
I. SPECIAL CONSIDERATIONS CONCERNING INTELLIGENCE PLANNING AND PRODUCTION  DURING AMPHIBIOUS OPERATIONS:

A. Distance to the amphibious objective area (AOA) (separation of combatants or separation of opposing forces).                                   

1. Precludes personal Reconnaissance of the AOA by landing force organic assets.  Enemy has intelligence advantage - he knows the ground.

2. Landing force is dependent upon external agencies for intelligence, DIA, State Dept, CIA, Theater/Fleet assets, public news services, etc.

3. Enemy situation is normally fluid.  By the time the landing force arrives in the AOA, the situation may have changed radically since the planning phase.

NOTE:  Tasking of National and Theater assets is required to help offset the disadvantage of being distant from the AOA.  This helps ensure that timely  intelligence support is available throughout all phases of an amphibious operation.  You must task these assets early-on if you expect to get support from them.

B. Separation of Friendly Forces, especially during the Planning and Movement Phases.

II. INTELLIGENCE FUNCTIONS.  All of the functions of the intelligence officer/section can be logically grouped into five functional areas:

A. Combat Intelligence.  Those tasks involving knowledge of weather, enemy and terrain (WET),  which provides the commander with that intelligence necessary for him to make sound  tactical decisions.

B. Counterintelligence.  Those tasks involving measures to protect unit  mission, personnel, and equipment from espionage, subversion, sabotage, and terrorism.

C. Special Intelligence.  This area deals in Sensitive Compartmented  Intelligence (SCI) involving sensitive sources.  Not all intelligence personnel have access, however, key personnel should have access. 

1. Imagery intelligence (IMINT)  This source may be compartmentalized to protect the source.  Should the enemy know we are using imagery of his units, he could deliberately deceive us or seek to protect the units we are exploiting.

2. Signal intelligence (SIGINT)  This source may be compartmentalized to protect the source.  Should the enemy determine we are exploiting his signals or communications, he could deliberately deceive us or he may discontinue the use of signals or communications.

3. Human intelligence (HUMINT)  This source may be compartmentalized to protect the source.  If a "line-crosser" is compromised, he will probably be killed by the enemy.  If we are debriefing a source who routinely goes "into enemy territory" this information should be safeguarded accordingly.

D. Administration.  This area deals in those tasks which are intelligence  related but administrative in nature, .e., procuring maps, charts, photos,  specialist personnel.

E. Training.  Includes both military occupational specialty (MOS) training for intelligence personnel and training provided by the intelligence section to the unit (i.e. handling EPWs, enemy weapons/equipment recognition, tactics, etc...).

III. THE JOINT INTELLIGENCE CENTER (JIC) The purpose of the JIC is to coordinate the collection of  intelligence production and timely dissemination of information to the CATF and  CLF.
A. Composition of the JIC  

1. Naval Intelligence Personnel

2. Marine Corps Intelligence Personnel

a) Command element including additional personnel from MEF Headquarters Group (MHG) Detachment.

b) Air combat element intelligence personnel

c) Ground combat element intelligence personnel

3. Other services intelligence personnel

4. Agencies representatives such as Joint Intelligence Liaison Teams (JILES) or National Military Intelligence Support Teams (NMIST)

B. Functions of the JIC   

1. Determination and consolidation of intelligence requirements for the entire ATF.   

2. Preparation of the intelligence annex/opgen/optask. 

3. Collection and evaluation of intelligence and the production and dissemination of derived information required for the planning and conduct of amphibious operations or exercises.

4. Preparation of an integrated joint collection plan and/or work sheet.  

5. Coordination and processing of collection requests to higher and supporting authorities.     

6. Management of organic collection assets and activities to ensure proper utilization. 

7. Preparation of and updating intelligence plans, estimates, summaries, target and other special studies, situation maps, and lists of  targets. The JIC is the focal point for analysis.
8. Acquisition, distribution, and consolidation of mapping, charting and geodetic (MC&G) products, photos, and pertinent directives.   Planning considerations should include economy of storage and avoidance of  duplication.

9. Preparation of joint intelligence briefings, joint  analysis of information and imagery products, and storage and retrieval of  information.

10. Provisions of target intelligence support to the Target  Information Center (TIC).

11. Formulation and implementation of counterintelligence measures.

12. Establishment of liaison with higher, adjacent, and supporting intelligence activities.

13. Integration of cryptological support to amphibious warfare into the overall intelligence effort.

14. Formulation and implementation of signals security (SIGSEC) measures.

IV. PHASES OF AN AMPHIBIOUS OPERATION.  Each of these functional areas must be applied to the five phases of an amphibious operation (PERMA).

A. PLANNING PHASE
1. Combat Intelligence
a) Pool Intelligence Personnel.  Assist in production of the intelligence estimate, tactical weather and terrain studies, the intelligence annex, etc.

b) Research All Sources Available.  Initial sources will normally include magazines, newspapers, encyclopedic data from Intelligence data bases, Atlantic Intelligence Command (AIC) products, etc.

c) Give Oral Briefing.  Normally at the initial staff conference,  intelligence is usually general in nature and provided early in the planning  phase.

d) Produce Intelligence Estimate.  The intelligence officer provides an analysis of how the Weather, Enemy and Terrain will impact friendly operations.  Most importantly, the intelligence estimate provides an evaluation of the area of operations, enemy capabilities/vulnerabilities and probable enemy courses of action.

e) Develop Collection Plan. 

(1) Determine Information Requirements. The intelligence officer, during the planning process, helps to identify Essential Elements of Information (EEI) which are Priority Intelligence Requirements (PIR) or "show-stoppers." Any staff officer can recommend an PIR, however only the Commander decides what PIR's are (in amphibious planning both CATF and CLF decide on these together).  Keep in mind, there shouldn't be a limitless number of "show-stoppers."  An example of an EEI may be "Will the enemy use chemical weapons as we breach through his minefield?"  EEI's are used in order to focus limited intelligence collection assets.  A reasonable number of EEI's is five to seven, however, there is no specific numerical quantity.  Obviously there will be hundreds of questions that need to be answered.  If the question is not a "show-stopper" than it becomes an Other Intelligence Requirement (OIR).  A good reference to identify information requirements is the Generic Intelligence Requirement Handbook (GIRH).  This reference is a good starting point to determine what you need to know with regard to specific types of operations.

(2) Developing Collection Plan:  The intelligence officer identifies indicators which would confirm or deny essential elements of information, and then specifically tasks collection agencies with answering the questions.  A  characteristic of the planning phase in amphibious operations  is a near total reliance upon external  agencies such as DIA, CIA, DMA, NSA, State Department, etc.
	PIR
	INDICATOR

                                          
	AGENCY TASKED

	WILL THE ENEMY 
USE CHEMICALS?           
	- NBC UNITS 
	
- RECON TEAMS

	
	-UNITS WEARING MOPP GEAR 
	- HUMINT TEAMS


f) Develop Dissemination Plan.  Very important in the planning phase because once the landing force is embarked, dissemination of intelligence is more difficult with the landing force spread throughout the amphibious task force.  Consider the use of video aboard shipping.

2. Counterintelligence.  Counterespionage, counter-sabotage,  counter-subversion, and counter-terrorism measures.

a) Assign restricted areas for planning and publish access lists.

b) Ensure key personnel have clearances and access.

c) Avoid compromising activities such as specialized clothing,  inoculations, cancellation of leave.

d) Begin developing a counterintelligence plan.

3. Special Intelligence.  Begin tasking National agencies to satisfy  intelligence requirements.  The JTENS (joint tactical exploitation of national  systems) manual is a primary reference.

4. Administration.  Ensure the intelligence section is ready to embark.

a) Procure all available maps, charts, and reference materials.  Get  on distribution for pertinent intelligence traffic.

b) Identify requirements for intelligence specialist teams and  request augmentation through proper channels.

c) Inspect mount-out boxes, screen classified material and take only  what you need.  Procure field safes if needed.

d) Establish the joint intelligence center (JIC)

5. Training.  (For both command and section)

a) Training/Coordinate with staff.  Coordinate with G/S-1, G/S-3, G/S-4 for  such things as:  handling of prisoners of war, captured weapons and equipment;  requesting additional intelligence personnel; unit intelligence training.  Cross-train your intelligence personnel.

b) Last minute training.

c) Specialized to meet needs of mission and projected area of  operations.

d) Address the expected threat force.

6. Liaison to establish the Joint Intelligence Center (JIC).

B. EMBARKATION PHASE
1. Combat Intelligence
a) Activate the joint intelligence center (JIC) if not previously possible.

2. Counterintelligence.  Critical during this phase.

a) Control civilian access in and around staging area, route(s) to embark point and equipment storage areas.

b) Maintain security posture to prevent possible sabotage or espionage.  Ensure positive identification is made of all personnel during embark.

C. REHEARSAL PHASE
1. Combat Intelligence.  Exercise each phase of collection, processing, and dissemination to discover problem areas.

2. Counterintelligence.  Communications security - lower radio transmission power; authenticate, etc.  Clear all unauthorized personnel from rehearsal area

3. A
dministration:  Test internal communications, staff procedures, and SOP's.

D. MOVEMENT PHASE
1. Combat intelligence
a) Continue to produce and disseminate intelligence to the units of  the landing force - emphasize dissemination.

b) Revise the collection plan as required - begin use of organic collection assets as permitted/feasible.

c) Maintain current estimate through intelligence summaries (INTSUMS), overlays, etc.

d) Supervise the planning for reconnaissance and surveillance of the AOA.

E. ACTION PHASE
1. Intel Flow.  The assault phase is characterized by a gradual shift in the flow of intelligence and information. When internally produced, combat  intelligence exceeds the value of material received from outside agencies.

2. Combat Intelligence.  Combat intelligence is produced as information is received.  G/S-2 functions are:

a) Produce and disseminate intelligence gained from organic assets and units in contact.

b) Continue to revise the intelligence estimate.

c) Revise the collection plan.

d) Identify additional potential targets (control of the target list  will be passed to the landing force).

e) Supervise all intelligence activities: HUMINT teams, reconnaissance, surveillance, sensor control and management  platoon (SCAMP), photo interpretation, etc.

3. Counterintelligence (CI).  Carry out CI operations in accordance with  the CI plan with special emphasis on:

a) Contacting friendly personnel.

b) Establishing security around the HQ's and logistics staging areas.

c) Establishing CI interrogation center.

d) Publish countersigns (challenge and passwords) for use in the landing force.

e) Enforce blackout and camouflage discipline.

f) Coordinate counter-reconnaissance measures with the G/S-3.

g) Seize, exploit or protect CI targets.

4. Administration
a) Dissolve the JIC.  It is prudent to leave at least one landing  force intelligence representative on board the flag ship as long as possible.

b) Phase the intelligence section ashore.

(1) Establish the surveillance and reconnaissance center (SARC). The SARC is the equivalent of the JIC ashore.  It is normally collocated with the MAGTF G-2.

(2) Establish the signals intelligence/electronic warfare coordination center (S/EWCC). 
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